Greetings!

You are receiving this email in preparation for Idaho’s 5th Annual Statewide Mandatory Cybersecurity Awareness Training deployment. Please review the following items carefully:

- Training will be sent to all employees on Monday, February 28, 2022, and will be due by Friday, March 25, 2022.

- The attached flyer contains helpful information for logging into your account prior to the training deployment to verify your credentials. You can also visit training.knowbe4.com to verify your credentials.

- Cyber-attacks, including phishing emails, have increased by nearly 600% (Barracuda Networks, 2020) during the COVID-19 pandemic. It is more important now than ever to be knowledgeable of, and diligent in preventing, security breaches for your agency.

- Concerned this is a phishing email? Visit dhr.idaho.gov/trainings/cybersecurity to validate and review this information.

- New Employees: If you do not have a KnowBe4 account yet, you will receive a separate email from KnowBe4 confirming your account creation soon.

Thank you for your diligence in protecting the state’s network!
State of Idaho
2022 Annual Cybersecurity Training

The fifth annual statewide cybersecurity training campaign will be emailed to all employees on **February 28, 2022**, and is due by **March 25, 2022**.

**BE PREPARED**

2. The unique password you created for the site may not match your other passwords.
3. If needed, select the forgot password link to receive a password reset e-mail.
4. Be sure to check your inbox and junk folder for the password reset e-mail.
5. The Training Campaign E-mail will be sent from Cybertraining@dhr.idaho.gov.

**QUESTIONS**

When in doubt, log into your account at KnowBe4 to verify assigned training.

Email questions and requests for assistance to cybertraining@dhr.idaho.gov.